Pocket Guide

Disable High Availability (HA)

Product: Sophos XG Firewall
Scenario
This guide describes how to disable High Availability (HA) cluster between two Sophos XG Firewall devices.

Prerequisites
- You must have read-write permissions for the relevant features on the SF-OS Admin Console of the device from which HA is to be disabled.
- You must have super administrator privileges for CLI.

Configuration
1. You can disable HA from the Admin Console or from CLI of both the devices: If disabled from the primary device, HA is disabled on both the devices.
2. If disabled from the auxiliary device, HA is not disabled on the primary device which continues to act as a stand-alone device.

Disable from Admin console
1. Log in to the device from which you want to disable HA.
2. Go to Configure > System Services > High Availability.
3. Click Disable HA.
Disabling HA from CLI

1. Log in to the device from which you want to disable HA.
2. Choose option 4 Device Console.
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3. Execute the command: `system ha disable`

![Console Command]

Behavior after disabling HA

1. IP schema of the primary device does not change.
2. Auxiliary device reboots and all the ports are disabled except the Dedicated HA link port and Peer Administration port.
   a. Peer HA Link IP address is assigned to the Dedicated HA Link Port
   b. Peer Administration IP Address is assigned to the Peer Administration Port
3. Auxiliary device:
   a. LAN zone: All administrative services [HTTP, HTTPS, Telnet, SSH] are allowed
   b. DMZ zone: Only HTTPS and SSH are allowed

Result

All the traffic is processed by the primary device.
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